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Release Overview

for Early Access & General Availability in Q3 (July - September 2025)

These materials and any recommendations within are not legal, privacy, security, compliance, or business advice. These materials are intended for general informational purposes only and
may not reflect the most current security, privacy, and legal developments nor all relevant issues. You are responsible for obtaining legal, security, privacy, compliance, or business advice
from your own lawyer or other professional advisor and should not rely on the recommendations herein. Okta is not liable to you for any loss or damages that may result from your
implementation of any recommendations in these materials. Okta makes no representations, warranties, or other assurances regarding the content of these materials. Information

regarding Okta’s contractual assurances to its customers can be found at okta.com/agreements.



http://okta.com/agreements

Safe harbor

This presentation contains "forward-looking statements" within the meaning
of the "safe harbor" provisions of the Private Securities Litigation Reform Act
of 1995, including but not limited to, statements regarding our financial
outlook, business strategy and plans, market trends and market size,
opportunities and positioning. These forward-looking statements are based
on current expectations, estimates, forecasts and projections. Words such
as "expect," "anticipate," "should," "believe," "hope," "target," "project,”
"goals," "estimate," "potential," "predict," "may," "will," "might," "could,"
"intend," "shall" and variations of these terms and similar expressions are
intended to identify these forward-looking statements, although not all
forward-looking statements contain these identifying words. Forward-looking
statements are subject to a number of risks and uncertainties, many of
which involve factors or circumstances that are beyond our control. For
example, global economic conditions have in the past and could in the future
reduce demand for our products; we and our third-party service providers
have in the past and could in the future experience cybersecurity incidents;
we may be unable to manage or sustain the level of growth that our
business has experienced in prior periods; our financial resources may not
be sufficient to maintain or improve our competitive position; we may be
unable to attract new customers, or retain or sell additional products to
existing customers;
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customer growth has slowed in recent periods and could continue to
decelerate in the future; we could experience interruptions or performance
problems associated with our technology, including a service outage; we and
our third-party service providers have failed, or were perceived as having
failed, to fully comply with various privacy and security provisions to which
we are subject, and similar incidents could occur in the future; we may not
achieve expected synergies and efficiencies of operations from recent
acquisitions or business combinations, and we may not be able to
successfully integrate the companies we acquire; and we may not be able to
pay off our convertible senior notes when due. Further information on
potential factors that could affect our financial results is included in our most
recent Quarterly Report on Form 10-Q and our other filings with the
Securities and Exchange Commission. The forward-looking statements
included in this presentation represent our views only as of the date of this
presentation and we assume no obligation and do not intend to update these
forward-looking statements.

Any products, features, functionalities, certifications, authorizations, or
attestations referenced in this presentation that are not currently generally
available or have not yet been obtained or are not currently maintained may
not be delivered or obtained on time or at all. Product roadmaps do not
represent a commitment, obligation or promise to deliver any product,
feature, functionality, certification or attestation and you should not rely on
them to make your purchase decisions.



Opportunities to learn more about our latest
Innovations and what's to come

Release Overview
Webpage

Dive further into the latest
innovation and find resources to
learn more here.
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Connect with the Sales team here.

Best of Oktane:
AuthO Platform
Edition

Stay ahead on securing Al. In
under an hour, get the key

AuthO Platform highlights and
live demos from Oktane.

Choose vour session and
register today.

Release Highlight
videos + Changelog

Get a concise and informative
overview of the latest updates,
features, and enhancements.
Watch the highlights.

See the Changelog here.


https://www.okta.com/products/release-overview/
https://www.okta.com/contact-sales/
https://pages.okta.com/2025-10-WBN-BestOfOktane25-Auth0-LP.html
https://pages.okta.com/2025-10-WBN-BestOfOktane25-Auth0-LP.html
https://www.youtube.com/playlist?list=PLZ14qQz3cfJKHuh8NE6Tu7sTcGC8uWVXW
https://auth0.com/changelog

AuthO g

Spotlights
e AuthO for Al Agents
. . e AuthO for B2B
Customer expectations are changing fast. AuthO .
. . e Tenant Access Control List
makes it easy for you to deliver seamless . .
. . e Enhanced Security Incident Management
experiences that are more secure by design. through Guide
: . \.
This quarter's releases empower app - -
builders with: All features
e Self-service tools to accelerate onboarding for your e Authentication
B2B apps (M — ¢ Authentication — Saa$S Apps
e A complete auth solution for building your Al agents [4— o Authorization
in a more secure manner e Security
. . e Platform
e Security enhancements that give teams the power to \
protect customers before, at, and after the login box )
|>— :| Developer resources
.
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AuthO Platform: Create great experiences, with Security built in.

Secure Experience

Before Login - Unknown Customer At Login - Known Customer After Login - Repeat, Trusted Customer

e Progressive Profiling e Breached Password o Passwordless e Universal Login e Fine Grained Authorization e More Secure APIs

e Bot Detection Detection o Adaptive MFA e Social Login
e SCIM

o Highly Regulated Identity e Universal Logout

e Organizations e Continuous Session Protection

-
Orchestration
Developer Tooling Custom Authentication Flows Security Operations
APIs, SDKs, Quickstarts Forms and Actions Security Center, Log Streaming
-

Extensibility

Data Platforms Applications and APIs Devices Identities

Human r(')\ Al Agents
I\

CDPs and Analytics Cloud D O Public and Web and S
CRMs Tools Apps O D Private APIs Mobile

10B+ Monthly Authentications. *99.99% Uptime.

PN ; . .
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General Availability
in October

Spotlight: AuthO for Al Agents

The complete auth solution for building your Al agents more securely

N

What is it?

AuthO for Al Agents is the complete auth solution for
building Al agents more securely. With just a few lines of
code, developers can move faster while embedding
enterprise-grade authentication, token management,
async approvals, and fine-grained access controls.
Teams gain the freedom to innovate with persistent
memory and human-in-the-loop workflows, while
executives gain confidence that every in-app action is
protected, auditable, and compliant with their
requirements. From pilot to production, AuthO delivers
the trust, ability for enhanced compliance, and speed
required to transform Al ideas into enterprise-ready
solutions. AuthO is also launching industry-specific
sample applications to help organizations understand
how AuthO can securely manage and protect human
identities today, while also preparing them to safeguard
emerging Al agent identities.

Customer Challenge:

° Companies need a way to build Al agents
securely and seamlessly. Developers build risky,
one-off solutions to control what agents can
access inside their own apps.

° Companies need to prioritize developer
efficiency so they can focus on building
innovative products, not auth.
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The details:

e User Authentication - Al agents need to
know who the user is in order to have user
specific interactions.

e Token Vault - As GenAl apps (e.g. chatbots)
integrate user products to provide delightful
experiences, calling APls on behalf of users will
become a commonplace need. Auth for Al
Agents helps you to balance a seamless user
experience with enhanced security and
compliance.

e Async Auth - Async agents (or agent running
in the background) may take time to complete
tasks or wait for complex conditions to be met.
They might require human approval for certain
actions and need on-demand authentication to
reduce security risks from storing credentials
long-term.

e FGA for RAG (Retrieval Augmented
Generation) - GenAl apps enhance
responses by using RAG to merge LLM content
with real-time data. Authorization for RAG
allows users to access documents they're
authorized to view, preventing data leaks.

How to get it

Sign up here to start using the product in
Developer Preview. Get excited for the General
Availability launch in October.

Login to continue

b
|

Enabled

Want to confirm action?


http://auth0.com/ai

Early Access

Spotlight: AuthO for B2B Enhancements

Faster, smarter, and more secure customer onboarding with AuthO

What is it? Why this matters How to get it

A suite of new features to help B2B customers e Accelerate customer time to value with Sign up here to start building with AuthO and using
deliver a smoother, faster and more secure self-service capabilities and automated AuthO for B2B features.

onboarding experience across the full identity OIN app setup to easily onboard

. -y customers at scale with minimal support.
lifecycle—from initial setup to more secure

offboarding. This includes automated inbound e Seamless and more secure admin

user and group provisioning, delegated admin experience that gives privileged users
capabilities, and automated session control over management of their users.

termination. e Market leading inbound user lifecycle g somotent | < auto
management with support for Google
Customer Challenge: Workspace and Group Provisioning 2% oka | | Users & roups :@ S et
create
. ] e Complete the lifecycle more securely: i BigCorp
B s L s onsuming user Out-of-the-box session termination 1 . T e

onbogrdmg 2l Ul ee il delivers compliance-grade offboarding, delete Customer Co.
eXperIence Often rely on Support eliminating custom code while - | : SAML/OIDC Connection Users & Groups

tickets strengthening security for your customers.

e Limited provisioning capabilities lacking
support for group sync and directory
support such as Google Workspace

e  Security gaps in user offboarding
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https://auth0.com/signup?place=header&type=button&text=sign%20up

General Availability

Spotlight: Tenant Access Control List

Block known threats—before they hit your login box

What is it?

Create rules to allow, block, or redirect
traffic based on risk signals like IPs, CIDR
ranges, JA3/JA4 fingerprints, ASN, user agent,
or geo.

Customer Challenge:

Unwanted traffic—whether malicious or from
regions you don’t serve—should be easy to
block without relying on support tickets.
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Why this matters

Tenant Access Control Lists give you
self-serve controls to stop threats earlier in
the flow.

This reduces risk and helps conserve rate
limits by preventing bad traffic—like IPs linked
to denial-of-service attacks—from ever
reaching your app.

How to get it

e Enterprise customers may create 1access
control list.

e Customers with the Attack Protection
add-on may create up to 10 access control
lists.

e Check out the docs here

Access Control

Access Control


https://auth0.com/docs/secure/tenant-access-control-list

Announcement

Announcement: Enhanced Security Incident Management with Guide
Get Al-powered security summaries and insights with Guide

What is it?

Security Center data is now available in Guide.
Use the Al-powered chatbot to explain alerts,
identify root causes, and access Al-driven

insights and attack playbooks—all in one place.

Customer Challenge:

Investigating security incidents is often slow
and fragmented. Without centralized tools,
teams struggle to interpret alerts and respond
quickly.
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N
Why this matters

By integrating with Security Center data,
Guide now gives you a faster and simpler way
to detect, analyze, and respond to identity
threats.

Instead of relying on manual investigation or
support tickets, you can use the Al-powered
chatbot to:

e Explore your tenant’s data
e Understand the cause of alerts,

e Receive actionable recommendations and
attack playbooks

—all in one spot.

This helps reduce investigation time and
enables proactive threat prevention.

How to get it

Available in Enterprise, requires the Attack
Protection SKU for some Security Center data.

Security Center




General Availability

Announcement: Live Learning Labs

Hands-on learning, real-world skills

What is it?

Live Learning Labs are expert-led, hands-on
sessions that let you safely explore AuthO
products and features, practice new skills, and
test real-world use cases.

Why this matters

e Build confidence: Practice in a safe,
guided environment without risking
your live system.

How to get it

Live Learning Labs are an exclusive feature of
the Expert Learning Pass. The pass includes
access to all Live Learning Labs, expert-led
sessions, and other exclusive resources.

e Get practical insight: Develop a
deeper, hands-on understanding of
AuthO features.

They offer a low-risk way to experiment and Expert Learning Pass | Okta Learning
validate your knowledge before making

changes in production.

e Experiment freely: Try advanced
configurations and complex
integrations to see what's possible.

These are same the high-impact, hands-on
experiences of Oktane Labs brought home to
you.

e  Strengthen skills: Learn to build and
troubleshoot a wide range of use cases,
from simple to complex.

Customer challenge

Developing with AuthO can be complex, and
applying theory to real-world situations isn’t
always straightforward. Learning by doing is
effective, but practicing in a live environment
carries risks, and setting up a dedicated
sandbox can be costly and time-consuming.
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https://learning.okta.com/plan/expert-learning-pass
https://learning.okta.com/page/courses-all#type_instructor-led

AuthO Releases

AuthO puts security first without sacrificing user experience. It helps
organizations adopt technologies that drive growth and offers tools to

navigate evolving security threats, protecting both customer and business
data.

Learn more about our new AuthO capabilities released in Q3 2025.
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AuthO

Authentication - Consumer Apps

Early Access

Native Passkey Enroliment with My Account
Feature of: AuthO / Available in: All Plans

Native Passkey Enrollment enables users to add a passkey to their account using APIs;
applications can fully manage user onboarding of passkeys. This feature is the first of many
capabilities being added to My Account.

Right-to-Left (RTL) Language Support for Universal Login

Feature of: AuthO / Available in: All Plans

This update expands AuthO's global accessibility by enabling seamless support for RTL
languages, including Arabic, Persian (Farsi), Hebrew, and Urdu—helping you deliver more
inclusive, intuitive login experiences in regions where these languages are the norm.

Advanced Customization for Universal Login

Feature of: AuthO / Available in: Essentials & above
Advanced Customization for Universal Login enables you to build custom, client-rendered

interfaces for Universal Login screens, allowing you to control every pixel of your Universal
Login experience.

Native Passkey Enrollment with My Account

Multiple Custom Domains (MCD)

Feature of: AuthO / Available in: Up to 20 domains per tenant on enterprise, separate add-on for more

MCD allows you to deliver tailored, branded experiences for your users including
customized login URLs and emails, while enhancing security through consistent use of
custom domains across end-user interactions. eE e
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https://auth0.com/docs/customize/custom-domains/multiple-custom-domains

Authorization

General Availability

FGA Logging API

Feature of: FGA / Available in: FGA Logs

Q se

The AuthO Fine-Grained Authorization (FGA) Logging APl enables users to query access logs
that capture all operations across five FGA endpoints - Write(), Check(), BatchCheck(),
ListUsers() and ListObjects().

Learn more
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Occurred

2025-02-13T08:42:12.761Z

2025-02-12T14:48:33.295Z

2025-02-11716:25:39.492Z

2025-02-10709:17:58.822Z

2025-02-09T19:35:23.108Z

2025-02-08T06:54:50.179Z

2025-02-07T712:01:45.083Z

2025-02-06T722:58:05.624Z

Type

API Operation

API Operation

API Operation

API Operation

API Operation

FGA Logging API

Filter: All

Description

Write call

Check call

Write call

Write call

Check call

Write call

Write call

Check call

Store Name

E2E Test

Development

Staging

Development

Staging

Production

Production

AuthO

& Select

Client Name

Internal test app
Dev App
Staging App
Dev App
Staging App
Customer’s App
QA App

Management App


https://docs.fga.dev/fga-logging

AuthO

Security

Early Access

Enhanced Security Incident Management through Guide

Feature of: AuthO / Available in: Attack Protection

Enriches our Attack Protection capabilities with intelligent security summaries and insights by Security Center |

allowing users to chat with an AuthO subject matter expert Al chatbot within
Guide.

Sender Constrained Tokens with Demonstration of Proof-of-Possession (DPoP)
Feature of: AuthO / Available in: Enterprise

Protect against unauthorized use of Access and Refresh Tokens by constraining them to be
used only by the authorized Application. Cryptographically bind each Access/Refresh Token to
a client application through demonstrating proof of possession of a private key. Better user
experience for mobile app users, so they don’t have to re-authenticate, while still maintaining
security.

Enhanced Security Incident Management through
Guide
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Security

General Availability

FAPI v2 Certification
Feature of: AuthO / Available in: HRI

Provide support for Financial Grade Identity beyond standard OAuth2 and OpenID Connect
protocols. Our FAPI v2 certification makes it easier to better secure your APIs to support

compliance for Financial Services’ transactions, and other sensitive, high-risk scenarLice)g.m ore

Tenant Access Control List
Feature of: AuthO / Available in: 1rule on enterprise, 10 on Attack Protection

Create and manage rules that control access to your app. When a request matches a rule, it
can allow, block, or redirect the request. Helps reduce risk by blocking or redirecting traffic
based on customer-defined, self-serve rules using signals such as IP, CIDR ranges, Geography,

User Agent, and TLS fingerprints (JA3/ JA4). Learn more

Advanced Filtering in Security Center
Feature of: AuthO / Available in: Enterprise
Anomaly monitoring on expanded attack vectors in the Security Center dashboard through

filter categories, list groupings of events by multiple categories for incident analysis. Provides
more granularity to existing metric so customers can better troubleshoot and triage incidents.

Enhanced Bot Detection Accuracy and Reduced Friction
Feature of: AuthO / Available in: Attack Protection

Enhanced bot detection to reduce false positives for VPN users, improving accuracy and
minimizing friction even on shared IPs or anonymized networks.

auth@ © Okta and/or its affiliates. All rights reserved.

Application
Request approved

Transfer funds to external account

| OpenD

OpenlD Foundation Working Group

FAPI Financial-grade API

SCA Strong Customer Authentication

FAPI v2 Certification

AuthO


https://auth0.com/docs/secure/tenant-access-control-list
https://auth0.com/blog/fapi-2-0-the-future-of-api-security-for-high-stakes-customer-interactions/

Platform

General Availability

Docs & API Explorers
Feature of: AuthO / Available in: All Plans

We are refreshing Docs & API explorer experience with a host of new benefits for developers:

- Improve search and discoverability
- Al native capabilities (eg. LLMx.txt)
- Better align code snippets to our SDKs for more specific implementation examples.
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AuthO

Oocumentaon Quicktars AP Refrances 50K a

AuthO Docs

Documentation ©  APIReferences

Get started with authentication

Clients

Docs & API Explorers




AuthO

Platform

Early Access

Actions - Transaction Metadata
Feature of: Extensibility / Available in: All Plans, Advanced Extensibility

Allows developers to define and share metadata between Actions during their execution. It
Enables developers to define and re-use cross Action variables improving their Actions (2]

implementation, resources management and performance.
Learn more

CORTTEITITY - o Action 1

o Action 2 B v imsscronueons

° COMPLETE

Actions - Transaction Metadata
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https://auth0.com/docs/customize/actions/transaction-metadata

AuthO

Okta Learning: New AuthO Skill Badges

General Availability

Customize AuthO Universal Login
Feature of: AuthO Customer Identity

Gain the skills to customize AuthO Universal Login, providing a consistent, branded user
experience across your applications.

Learn more

Manage AuthO Users
Feature of: AuthO Customer Identity

Manage and normalize user profiles, link identities across different connections, and

streamline user authentication workflows.
Learn more

Manage B2B Users and Applications with AuthO Organizations
Feature of: AuthO Customer Identity

Master the fundamentals of B2B identity, including how to efficiently manage users,

applications, and organizational access at scale.
Learn more

Secure Applications with AuthO Attack Protection
Feature of: AuthO Customer Identity

Grow with Okta Learning

Configure and implement AuthO's attack protection features to better secure your
applications against common threats like bot attacks and brute-force logins.

Learn more
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https://learning.okta.com/path/customize-auth0-universal-login
https://learning.okta.com/path/manage-auth0-users
https://learning.okta.com/path/manage-b2b-users-and-apps-with-auth0-organizations
https://learning.okta.com/path/secure-applications-with-auth0-attack-protection

Developer Resources

AuthO
, , , Resources
From improving customer experience through
seamless sign-on to making MFA as easy as a
click of a button — your login box must find AuthO.com
the right balance between user convenience, AuthO Developer Center: Click here
privacy and security. AuthO blog: Click here
AuthO Community: Click here
|ldentity is so much more than just the login Languages and SDKs: Click here
box. Optimize for user experience and privacy. Quickstarts: Click here
Use social login integrations, lower user AuthO APIs: Click here
friction, incorporate rich user profiling, and AuthO Developers blog: Click here
drive repeat customers. AuthO Marketplace: Click here

AuthO Developer Release Guide: Click here2QZ,
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http://auth0.com
https://developer.auth0.com/
https://auth0.com/blog/
https://community.auth0.com/
https://auth0.com/docs/libraries
https://auth0.com/docs/quickstarts
https://auth0.com/docs/api
https://auth0.com/blog/developers/
https://marketplace.auth0.com/
https://www.okta.com/resources/datasheet-developer-releases-auth0-by-okta-q3-2024/
http://auth0.com
https://developer.auth0.com/
https://auth0.com/blog/
https://community.auth0.com/
https://auth0.com/docs/libraries
https://auth0.com/docs/quickstarts
https://auth0.com/docs/api
https://auth0.com/blog/developers/
https://marketplace.auth0.com/
https://www.okta.com/resources/datasheet-developer-releases-auth0-by-okta-q3-2024/

Be Release Ready

Helpful Resources

Ready for the latest release? We've gathered

all the essential resources you need. Dive into AuthO.com
our curated collection of documentation, AuthO Developer Center: Click here
blogs, and guides designed for both AuthO blog: Click here

developers and users to help you make the

' AuthO Community: Click here
most of what's new.

Languages and SDKs: Click here
Quickstarts: Click here

AuthO APIs: Click here

AuthO Developers blog: Click here

AuthO Marketplace: Click here

AuthO Developer Release Guide: Click here
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