How to guide:

Deploy the Okta Secure Web

Authentication Plug-In for Microsoft
Edge via the System Center
Configuration Manager App Model

Okta’s Secure Web Authentication plug-in for Microsoft Edge Step 1 — Create the Okta Secure Web Authenti-
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not support federated single sign on. When you enable SWA
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4. Click Browse. In the Windows app package Browser, Step 2 — Deploy the Okta Secure Web
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5. A browser window will open here, choose Get the app.
Now we can deploy the Okta Secure Web

Okta SeclNREIRIIEKEation Plug-in Authentication Plug-In to your Windows 10 machines.

b Right click on the application, Deploy, and choose
Free a collection to which this application will be
deployed. Follow the deployment wizard to complete
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the deployment, just as you would for any other

6. Close out of the browser window and click OK. Configuration Manager application deployment.
17 Create Application Wizard X = Deploy Software Wizard X
g’ b @ General
TR oy sottings for this application
s«,::,:wmon Specify general information for this deployment
Progress T Content
Completion ook Deployment Settings
Scheduling
User Experience Software: [Ota Secure Web Aushentication ] Browse...
® Alerts Collecton: [A Windows 10 | [Coows. ]
e W Z —
Locabon: o mcrosch oo v/ s b atertots el I —
they can download and install the app using ther Microsoft account.
7. Inthe Create Application Wizard, click Next. % Depley Setware Wizwd x
g’ Deployment Settings
8. On the Import Information page, click Next. o
eneral Specify settings to control how this software is deployed
Content
G0 v e - :
User Experience
G View imported information Alerts Eae Avaiable &
Summary
=, Progress
\o‘
e
[Publabher: b Deploy Software Wizard X

Schware veson
05 max verson tested
05 min verson: 62 ks
foeaes g’ Scheduling
Detecton ot

Nme B07CABA3 OtaSecureWeb AsherticatonPugn

Pubiaher

Pt 0 $pnan22 G":’“: . Specify the schedule for this deployment
onten

Deployment Settings

This defaut. ¥
dfferent time, change the avalabilty time to the desired UTC time.

W User Experience
ik Canodt Alerts
Summary
9. On the General Information page, choose a Name for e e

the Okta Secure Web Authentication Plug-In. You can
also choose to include any of the other optional fields.
Click Next.
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10. Click Next on the Summary page. Click Close on the
Completion page.
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Deployment Settings -
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User Experience
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« Software: Okta Secure Web Authentication
Summary + Collection: All Windows 10 (Member Count: 4)
Procres + Use default distribution point groups associated to this collection: Disabled
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© Success: Deployment Settings
» Action: Install
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© success: Application Settings (retrieved from application in software fibrary)
« Application Name: Okta Secure Web Authentication
- Application Version:
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To exit the wizard, click Close.

Now we’re ready to install the Okta Secure Web

Authentication Plug-in to our Windows 10 machines.

Step 3 — Verify the Okta Secure Web
Authentication Plug-In Installation on
Windows 10

1.

Login to a Windows 10 machine that was in the
collection that you had deployed the Okta Secure
Web Authentication Plug-In to.

Open Software Center and you will see the Okta
Secure Web Authentication Plug-In.

ﬁ_} Software Center
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Okta Secure Web  Okta Device Trust
Authentication Windows Client

Note: Depending on your Client Settings in
Configuration Manager, the Okta Secure Web
Authentication Plug-In may not show up in Software
Center yet. To force the client to sync with your
Management Point, go to Control Panel & search for
Configuration Manager. In the Actions tab, choose the
option for Machine Policy Retrieval & Evaluation Cycle.

If you chose the install type as ‘Available’, you can
initiate the install from Software Center.

If you chose the install type of ‘Required’, the
installation should start automatically, after the
policy has been evaluated by Configuration Manager
for download and install of the Okta Secure Web
Authentication extension.

During the install process, you will see a Microsoft
Store window pop-up. Click Get here.
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Okta Secure Web

Authentication Plug-in
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Free
Get

+ This product also contains an extension for: Microsoft Edge

Everyone
ESRB|

When the installation is complete, click the
Launch button.
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This product is installed.
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+ This product also contains an extension for: Microsoft Edge

B Everyone
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6. You will see a notification Edge that indicates the

extension was installed. Click Turn it on.

O You have a new extension

To start using Okta Secure Web Authentication
Plug-in, turn it on. This extension is allowed to:

* See the websites you visit

* Read and change your cookies

* Read and change content on websites you visit

* Store personal browsing data on your device

. Read and change anything you send or receive
from websites

Turniton

Keep it off

Log into your Okta org and verify that you can log into
SWA applications successfully.



