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This presentation contains “forward-looking statements” within the meaning 
of the “safe harbor” provisions of the Private Securities Litigation Reform Act 
of 1995, which may include, but are not limited to, statements regarding our 
financial outlook, product development and market positioning. These forward-
looking statements are based on current expectations estimates forecasts and 
projections. Words such as “expect” “anticipate” “should” “believe” “hope” 
“target” “project” “goals” “estimate” “potential” “predict” “may” “will” “might” 
“could” “intend” “shall” and variations of these terms or the negative of these 
terms and similar expressions are intended to identify these forward-looking 
statements. Forward-looking statements are subject to a number of risks and 
uncertainties, many of which involve factors or circumstances that beyond 
Okta’s Control.

The market for our products may develop more slowly than expected or tan it 
has in the past; quarterly and annual operating results may fluctuate more than 
expected variations related to our revenue recognition may cause significant 
fluctuations in our results of operations and cash flows; assertions by third 
parties that we violate their intellectual property rights could substantially harm 
our business; a network or data or our security incident that allows 
unauthorized access to our network or data or our customers data could harm 
our reputation, create additional liability and adversely impact our financial 
results; the risk of interruptions or performance problems, including a service 
outage, associated with our technology; we face intense competition in our 
market, weakened global economic conditions may adversely affect our 
industry; the risk of losing key employees; changes in foreign exchange 
rates; general political or destabilizing events, including war, conflict or acts of 
terrorism; and other risk and uncertainties. Past performance is not necessarily 
indicative of future results.

Further information on potential factors that could affect our financial 
results is included in our Annual report on form 10-K for the year ended 
January 31, 2018 and other filings or reports filed with the securities and 
exchange commission that are posted at investor.okta.com 

Any unreleased products, features or functionality referenced in this 
other presentations, press releases or public statements are not currently 
available and may not be deliver any product, feature or functionality. 
Customers who purchase our products should make their purchase 
decisions based upon features that are currently generally available. 

The forward-looking statements contained in this presentation represent 
the company’s estimates and assumptions only as of the date of this 
presentation. Okta assumes no obligation and does not intended to 
update these forward-looking statements whether as a result of new 
information, future events or otherwise. 

This presentation contains estimates and other statistical data that 
we obtained from industry publications and reports generated by third 
parties. These data involve a number of assumptions and limitations, 
and you are cautioned not to give undue weight to such estimates. 
Okta cannot guarantee their accuracy or completeness. 

Expectations, estimates, forecasts and projections are subject to a 
high degree of uncertainty and risk. Many factors, including these that 
are beyond Okta’s control, could cause results or outcomes to differ 
materiality from those expressed in the estimates made by the 
independent parties and by Okta. 

Disclaimer



The New 
Realities Facing 
Modern IT 
Organization

Mobile Workforce

Outside Collaboration

API Economy

Cloud Adoption
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Projects IT Needs to Take On

Cloud to
Ground App 

Access

Centralized 
Identity 

Management

Reduce IT 
Friction Through 

Automation  
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Complex, time consuming, 
and expensive 

BUT

Quickly and cost effectively 
deploy new cloud apps

Access to all apps from 
any device or location

Cloud to Ground 
App Access
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Centralized Identity 
Management

User attributes are 
spread across multiple 

profile sources

Single view of user 
across all apps and 

profile sources

BUT
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Reduce IT Friction 
Through Automation  

Manual, error-prone IT 
processes do not scale
as access needs grow

Automated administration 
of access policy across

users and devices

BUT
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Identity
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Single 
Sign 
On

Universal 
Directory

Lifecycle 
Management

Adaptive 
MFA

API Access 
Management



The New 
Realities Facing 
Modern IT 
Organization

Cloud Adoption

Mobile Workforce

Outside Collaboration

API Economy
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Modernising Access
Legacy to cloud

Robert Sansom, Capita



• Established 1984

• 67,000 employees across six divisions

• UK, Europe, India & South Africa

• BBC, John Lewis, Transport for London

• Digital transformation & business process management

• Local & Central Government

• Education, Transport, Health, Life and Pensions, Insurance

Customer since 
August 2017



The 
Team

Design & 
Implementation

Group CIO –
exec. Sponsor

Programme
Manager

Okta SMEs
(x2)

Active Directory / 
O365 SMEs (x2)

Technical 
Assurance (x1)

Security & 
Networks (x1)

Service Architect 
(x1)

Communications 
and marketing 
expertise as 

required



Addressing our challenges

Legacy

Identity

• Single Okta tenant

• Single identity for growing range of 
services

• Start point for new applications

• AD mastered users

• Improving governance - leavers

• Reduced administrative burden

• 200+ Active Directory forests

• 55,000 Office 365 users / ADFS on premise

• Islands of authentication and identity

• Identity governance challenging

• Enterprise-wide application deployment 
complex and lacking agility

• On-premise consolidation time-consuming, 
complex, expensive



Addressing our challenges

Perimeter based 
security

Security

• Multi-factor authentication

• Device trust – desktop and mobile

• Cloud Desktop single sign on

• Security approach more appropriate to 
application and user

• Complicated to enforce

• Less relevant and effective with growing 
mobile workforce

• Increased legacy infrastructure burden

• Ineffective for SaaS applications

• One size fits all

security



Addressing our challenges

Legacy 
SaaS adoption

SaaS 
Services

• Better view of assignment and usage

• Identifying opportunities for consolidation

• Cross tenant License optimisation

• Reduced SaaS administration burden

• Lack of holistic view of adoption

• Multiple SaaS instances

• Complex license management

• Licence utilisation challenges

• Management of identity

SaaS adoption



Addressing our challenges

Legacy
Experience

End user IT

• Single point of access to growing range 
of applications

• Self service for password reset

• Application request workflow

• Faster enablement

• UserID/Password pain

• Service desk burden

• Too many barriers to authentication

• Demand for better and easier access to 
services

• Need to be agile

Experience



Goals for next 
12 months

Increasing 
application 
integration

Shifting 
application 

enablement from 
technical to 

business teams

Reducing 
administrative 

burden through 
workflow and 

lifecycle 
management

Building on 
success of self 

service 
functionality for 

end users

SaaS tenant 
consolidation

More efficient 
licence 

utilisation across 
integrated SaaS 

estate

Changing shape 
of our support 
model as more 
applications are 

integrated

Cloud desktop 
SSO

Windows device 
trust



Thank You


